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Abstract of the contribution: This document propose a solution targeting at key issue 5 on the registration and authentication of CS UE.
Introduction

As depicted in TR 23.719, a key issue is to provide Registration and Authentication of CS UE in SeDoC.
In TS23.292, the S-CSCF will skip any further authentication procedures and performs registration procedures with the HSS because the MSC Server enhanced for ICS performs standard CS authentication already.
However, it is an architectural assumption that where possible SS7 based interfaces should be replaced with IP based interfaces (e.g. SIP/Diameter).

It is proposed to use an updated MSC Server to provide basic authentication procedures based on A/Iu <-> SIP mapping.

Proposal

It is proposed to add the following solution to TR 23.719.
* * * Start of changes * * * *

6.X
Solution #: MSC Server enhanced for SeDoC to support registration and authentication
6.X.1
Description

In ICS, the IMS does not perform authentication because the MSC Server enhanced for ICS indicates that the CS authentication has done after the successful CS registration.
In the SeDoC network, one of Architectural Assumptions is “Where possible SS7 based interfaces should be replaced with IP based interfaces (e.g. SIP/Diameter)”.
This solution introduces an MSC Server enhanced for SeDoC for the key issue on Registration and Authentication.

The main function of MSC Server enhanced for SeDoC is:

-
Processes the user-network signalling received over the CS access (e.g. A/Iu) for interworking with IMS SIP and vice versa, especially the authentication vector mapping.
Other functions are similar with the MSC Server enhanced for ICS, e.g. Controls the MGW functions described in TS 23.002 [3] to enable the interworking between CS access and RTP bearers.
In this solution, the IMS will perform authentication procedure as normal IMS registration.
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Figure 6.x.1-1: Procedure for registration using MSC Server enhanced for SeDoC
1. The UE sends a Location Update Request towards the MSC Server enhanced for SeDoC.
2-3. Upon receipt of location update request, MSC Server enhanced for SeDoC performs standard identity request if needed.
4. The MSC Server enhanced for SeDoC decides to initiate IMS registration for this subscriber and derives a domain name from the subscriber’s identity (e.g. IMSI) and discovers the address of the appropriate I-CSCF/IBCF.
5-7. The I-CSCF verifies that the incoming REGISTER origins from a trusted MSC Server (in the same way it would check that a normal REGISTER origins from a trusted P-CSCF). The I‑CSCF initiates standard procedures for S‑CSCF location/allocation and forwards the REGISTER to S-CSCF.

8-9. The S-CSCF identifies the REGISTER as being from the MSC Server enhanced for SeDoC. 
During these procedures, authentication parameters for a given subscriber will be carried. The parameters either contains Authentication Triplets (Rand, Sres, Kc) or Authentication Quintuplets (Rand, Xres, Ck, Ik, Autn), for GSM subscriber or UMTS subscriber accordingly.
10-11. The S‑CSCF sends a SIP 401 i.e. an authentication challenge towards the UE including the challenge RAND, the authentication token AUTN, and also the integrity key IK and the cipher key CK, or the challenge RAND and the Kc to MSC Server enhanced for SeDoC.

12. Upon receipt of 401 from IMS, MSC Server enhanced for SeDoC initiates the authentication procedure by transferring an AUTHENTICATION REQUEST message across the radio interface. The AUTHENTICATION REQUEST message contains the parameters necessary to calculate the response parameters.
13. The UE processes the challenge information and sends back an AUTHENTICATION RESPONSE message to the network.
14. The MSC Server enhanced for SeDoC should send REGISTER with authentication result (XRES/SRES) to I-CSCF.
15-21. I‑CSCF forwards the authentication response to the S‑CSCF. Upon receiving the message, the S‑CSCF check the authentication response sent by the UE. If the user has been successfully authenticated, the S‑CSCF sends 200 OK to MSC Server enhanced for SeDoC via I-CSCF.
22. On receiving a 200 (OK) response to the REGISTER request, the MSC Server enhanced for SeDoC sends Location Update Accept towards the UE.

6.X.2
Impacts on existing nodes and functionality
The MSC Server will be upgraded or replaced to support the registration/authentication procedure.
6.X.3
Solution Evaluation

* * * End of change * * * *
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